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         View Your Data Study – Zoom-Based Individual Data Exploration Session 

Thank you! 
Thank you for taking part in our data exploration session, where you had the chance to view your 
retrieved personal data, and were asked questions about your experience.  

What will happen next? 
Having audio recorded and video recorded this session, we will transcribe and analyse what you said, 
to help us to identify the ways in which people would like to interact with personal data and 
understand people’s experiences of the GDPR process and perceptions of power and trust.  

For you, the hard work is done! Thank you for taking part in this research project. We hope you have 
found the experience of exploring your data and thinking about how you would like to access it useful. 

For us, we will now analyse all the data from the sessions to give us a deeper understanding of 
people’s relationship with their data, which will allow us to develop a research thesis on power and 
data for use in future academic publications. Should you wish to learn more about any findings from 
the study has finished, you can contact us at any time. 

You should now decide whether to delete your GDPR data or keep a copy securely. We recommend 
using an encrypted external drive. Whatever you decide, you are welcome to ask for suggestions or 
guidance. 

Keep your personal data safe! 
This is a note to remind you that as part of your participation in the research, you obtained a copy of 
your personal data (or email responses to your enquiry from the following organisations/companies:  

_______COMPANY1, COMPANY2, COMPANY3, COMPANY4________________________ 

The research team never had access to any other of your data, but you still have it on your hard drive. 
We need to remind you that it is up to you to keep this safe. Some measures you might consider: 

1. You could delete the data - after all, using your GDPR rights you can always get
another copy later.

2. You could zip up the data into an archive file with a password protecting it. If you
need assistance or advice, please ask.

3. You could store it on an external drive or USB stick that you keep in a secure locked
location.

We do not recommend storing your personal data on cloud services such as Dropbox or OneDrive, 
especially if it is sensitive, though of course you are free to do so.  
If you have any questions about how to keep your data safe, we will be happy to answer them. 

Contacts for further information 
If you have any questions, please contact XXX. 


